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care needs to be taken not to prejudice their ability later to act as expert witnesses.

THE DO’S AND DON’TS OF BRINGING YOUR 

FORENSIC ACCOUNTANT TO A MEDIATION

Forensic accountants who are instructed to give expert 
evidence owe an overriding duty to the court and it is  
that duty that can, if care is not taken, sometimes create  
a tension in the context of mediations.

If a mediation takes place early on in proceedings or even 
before proceedings have been issued, it is not uncommon 
for the forensic accountant to be asked to “gild the lily” 
and present the ultimate client’s case in a manner that 
puts its “best foot forward”. Although what is said during 
a mediation will be subject to legal privilege, this does not 
absolve experts from the need to comply with the relevant 
legal and professional standards. For that reason, if they are 
subsequently instructed to give expert evidence to the court, 
that evidence needs to be consistent with what ever was said 
at the mediation.

More importantly, if forensic accountants have already been 

instructed to give expert evidence, this may constrain 
what they are able to say at the mediation. There may be 
discussions during the mediation to which the forensic 
accountants should not be privy for fear of adversely  
affecting their opinions.

One option is for forensic accountants to attend mediations 
but to be invited to sit in a separate room for part of the day 
or otherwise to be available on the telephone to respond to 
specific questions of a technical nature.

In all but the largest of cases it is likely to be prohibitively 
costly to employ one accountant to provide informal, 
“shadow” advice and another to act as an expert witness. 
However this ought not to be necessary as long as the  
risks are understood and relatively straightforward 
safeguards are put in place to preserve the expert’s 
independence.



Bitcoin and other crypto-currencies are featuring ever more commonly in family finance cases, 

posing new challenges for professional advisers

BITCOIN IN DIVORCE

Recent cases have seen one spouse suggesting that  
crypto-currency has been used as a means to hide assets. 

In theory, the court has the power to make Search and Seizure 
orders so that digital forensic specialists can access relevant 
computers and search for evidence of cyber-currency 
transactions in files, emails or browser histories. However, 
such orders are expensive and difficult to obtain. Applicants 
can find themselves in a Catch-22 Situation in which they 
need access to the computers before they can get their hands 
on the evidence that is needed to support the application for 
the order for them to be seized and searched.

  Fishing exercise

The courts will not be prepared to allow parties to undertake 
a “fishing exercise” and compelling evidence will, therefore, 
need to be adduced to support the contention that it is 
reasonable to believe that crypto-currency assets may not 
have been disclosed – mere suspicion will not usually suffice.

Furthermore, once an order has been made, the party 
benefitting from it will have to give careful consideration  
to how best to enforce it and to obtain physical custody  
of the computers or digital records in question. 

Another option worth considering is the appointment of a 
court receiver who can be given extensive powers to take 
control of assets of all types, but even a receivership will not 
be a panacea to the problems raised by virtual currencies.

Matters are further complicated if one considers questions  
of jurisdiction. Imagine an amount of cyber-currency that is 
held in an e-wallet on an individual’s iPhone. 

Now suppose the individual has two phones, both with a copy 
of the e-wallet, one of which is in England and the other in 
the United States. Is the currency in the UK or the US or both? 
There is probably no right or wrong answer to this and, even 
the simplest issues, such as legal ownership, are difficult to 
apply to virtual currencies. 

For example, it is generally the case that ownership of a 
crypto-currency arises by virtue of knowledge of what is called 
the “Personal Key”, which is simply a number with a large 
number of digits. 

If one spouse shares the Personal Key with the other, or 
alternatively, if one spouse acquires knowledge of the 
Personal Key in relation to crypto-currency acquired by the 
other, it may or may not have become a joint asset, depending 
on the circumstances.

Although in some ways crypto-currency presents unique 
challenges, it is important to reflect that it is in many 
ways similar to any other asset, be it gold bullion, cash or 
investments.

For that reason, from the perspective of a forensic accountant, 
it should be no easier or harder to track down than cash. In 
most asset tracing cases, investigating accountants will start 
by finding the connection between the person and the asset. 

  Money trail

No matter how cleverly masked, there is usually a money 
trail that starts with the withdrawal from a bank account that 
funded the original acquisition of the undisclosed asset or 
cyber-currency. 
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The difficulty in practice is that bank statements are often 
only disclosed for recent periods and if cyber-currencies 
were acquired long ago, it may be difficult to obtain the  
bank statements for the relevant periods.

Matters become much more complex however when  
assets are bought for an individual by a third party to mask  
its purchase. 

In the past it was common for unscrupulous business-owners 
to offer “discounts for cash”. Nowadays withdrawing or 
depositing large sums of cash causes suspicion but that is  
not necessarily the case with cyber-currency transactions. 

In theory a business-owner might offer “discounts for 
Bitcoin” or some such incentive to build up a stockpile of 
valuable crypto-currency that could remain hidden from  
a spouse or from HM Revenue & Customs (HMRC).

In cases such as these, transactions are typically traced not 
by following a money trail but by undertaking electronic 
searches of communications between the individuals 
suspected of collusion. Once again, the challenge will 
be to persuade the court to grant what will inevitably be 
considered draconian Search and Seizure orders.

In some cases, such as Monero, digital currencies are 
purposefully designed to avoid tracking, while in other  
cases exchanges are located in jurisdictions outside of  
the law of England and Wales, making discovery and 
recovery even tougher. 

  Criminal underworld

It is easy to see why in recent years these forms of digital 
currency have become popular with the criminal underworld 
and why so many Governments and organisations are 
exploring new ways of regulating these systems. They tend 
to be torn however between a desire to restrict illegal activity 
and a desire, especially in the UK, to foster innovation within 
financial markets.

Crypto-currencies may have a reputation as being the 
preserve of those seeking to undertake illegal activity 
but the Blockchain technology that lies behind it is likely 
to become an ever-more common feature of commercial 
transactions. Online retailers, for example, would like 
nothing more than to be able to transact with customers 
using a currency that enabled them to circumvent the 
banking system.

Ironically, despite its association with secrecy, the 
Blockchain basis of crypto-currency means that in some 
cases it can be traced more easily than cash. If someone 
gives me a twenty pound note I have no way of telling 
where it came from. By contrast some cyber-currencies 
come with a built in audit “trail”.

Another important consideration is the volatility in the 
crypto-currency world. The wide variation in the value of 
Bitcoin has been widely reported and it is quite possible 
that during course of the divorce process the value of 
cyber-currencies could vary far more than other, more 
stable assets.

A final complication is that, if the marital assets include 
crypto-currencies, consideration will need to be given as to 
whether they are subject to a latent tax charge. The tax rules 
governing cyber-currencies are far from straightforward but 
in essence there are three possibilities. Depending on the 
circumstances cyber-currencies can be subject to income 
tax, capital gains tax or can even be exempt.

Where a wallet or pool of crypto-currency is discovered, or 
its existence is suspected, during divorce proceedings it is 
vital that legal advisers act quickly and work with forensic 
specialists to ensure that there is full disclosure and that 
appropriate steps are taken to preserve any assets that may 
be in jeopardy.

Finally, if there is evidence that cyber-currencies have been 
used to evade tax, the risk of unforeseen tax liabilities and 
penalties needs to be carefully considered.



As court fees rise and delays in the court process increase, more and more litigants are 

considering arbitration to settle disputes.

THE ACCOUNTANT AS “ASSESSOR” IN 
ARBITRATIONS

In such cases the parties often appoint expert witnesses 
to provide evidence on their behalf but the Arbitration 
Act 1996 allows for the arbitrators themselves to receive 
specialist advice. 

Section 37 of the Act states that “unless otherwise agreed 
by the parties” arbitrators have the authority to appoint 
experts to assist them in relation to technical matters 
outside their area of expertise.

For complex financial or commercial cases forensic 
accountants can often provide valuable support to 
arbitrators from a legal or construction background but 
care needs to be taken to ensure that the terms of their 
instruction are carefully framed. Best practice therefore 
dictates that the arbitrator should obtain the parties’ 
consent to draft instructions of the expert and the scope  
of those instructions should ideally be agreed in advance. 

It is important that the arbitrator obtains the parties’ 

consent to:

1 the identity of the proposed forensic accountant

2 his or her estimated costs

3 the issues on which the expert will be asked to 

advise upon

4 the timeframe for providing the advice

5 the procedure for the expert’s instruction
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This newsletter has been prepared for general interest and it is important to obtain professional advice on specific issues. We believe the information  

contained in it to be correct as at the time of going to press. While all possible care is taken in the preparation of this newsletter, no responsibility for  

loss occasioned by any person acting or refraining from acting as a result of the material contained herein can be accepted by NIFA or the publishers.
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In the case of BDW Trading Ltd v Integral Geotechnique 

(Wales) Ltd [2018] EWHC 1915 (TCC), his Honour Judge 

Stephen Davies considered the conduct of an expert 

witness who had sent the first draft of the joint statement 

to his instructing solicitors for their comments.

PLEASE DON’T “HELP” 
US DRAFT OUR JOINT 
STATEMENTS

HHJ Davies said “legal advisers should only invite the experts to consider 
amending any draft joint statement in exceptional circumstances where 
there are serious concerns that the court may misunderstand or be misled 
by the terms of that joint statement.”

He added that “any such concerns should be raised with all experts 
involved in the joint statement.”

The judgment makes it clear that “an expert may if necessary provide a copy 
of the draft joint statement to the solicitors… However, the expert should not 
ask the solicitors for their general comments or suggestions on the content 
of the draft joint statement and the solicitors should not make any comments 
or suggestions save to both experts in the very limited circumstances”.


